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Abstract of the contribution: Proposes to add a new Key Issue on External Identifier Availability to SCS under SDDTE building block in MTC TR 23.887.
Introduction
LS Clarification on External Identifier S2-124194 and S1-122322 from ETSI TC M2M asks 3GPP to provide a solution to dynamically make available the external identifier to the ETSI M2M platform. 
SA2 has postponed this LS in the last meetings. But SA1 approved the CR S1-122516 that introduced the following requirement under the WI MTCe-SIMSE in R-12:

· In order to use MTC triggering, the system shall support association between an MTC Device identity and one or more Service Enablement Framework individually.

NOTE:
The Service Enablement Framework server in the network needs to associate its peer Service Enablement Framework client on the MTC Device with the external identifier of the MTC Device. 
Preconfiguration of the association is sufficient when the Service Enablement Framework knows the MTC Device identities in advance to the starting of the service, but this does not match all the relevant scenarios of service deployment.
LS S2-124203 from SA1 asks SA2 to address such requirement. Such LS was postponed in the last two SA2 meetings.
It is proposed to address this requirement by adding a new Key issue for External Identifier Availability to SCS under the MTSC TR 23.887.
Proposal

It is proposed to add the following Key issue and solution to the TR 23.887:

***************** Start of changes **********************

5.2.x
Key Issue - External Identifier Availability to SCS
5.2.x.1
Description

In order to trigger a device, the SCS needs the corresponding External Identity. Pre-configuration of such association is sufficient when the SCS knows the MTC Device Identities and the External Identities in advance to the starting of the service, but this does not match all the relevant scenarios of service deployment. Dynamic association functionality is required.

This key issue aims at studying and providing solutions for enhancements to 3GPP procedures to dynamically make the External Identifier available to the SCS so it is facilitated its association to the Device identity.

5.2.x.2       Architectural Requirements
The following architectural requirements shall be met:

- 
The External Identity shall be provided to the SCS dynamically. The 3GPP network shall be able to push the External Identifier to a preconfigured SCS and/or shall offer mechanism for any (or preconfigured) SCS pulling an External Identifier from other identities.

-
The 3GPP network shall provide mechanisms so the SCS can associate the provided External Identity to the corresponding Device Identity.

5.2.x.3       Solutions

5.2.x.3.1
Push External Identity to the SCS

5.2.x.3.1.1
General

Notifications pushing the External Identifier to the SCS can be used to provide the SCS with the External Identity for certain device. Once the SCS has the External Identifier it can trigger the device to register to the SCS and identity association can be performed.

Notification pushing the External Identifier can be done for example the first time the device attach to the 3GPP network or the just after the SCS subscribes to this service if the device is attached (or located in HSS).
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1.2.3. Steps: The 3GPP network push the UE External Identifier after initial attach, by a Notification message through Tsp interface. It is possible that several SCSs have to be notified. Note that if subscription to notification is done (by configuration) once the initial attach is already performed, the SCS should be notified as soon as the UE is available.

NOTE1: The configuration of the subscription by SCS may be done fulfilling specific criteria (e.g. specific domain, subdomains, assoiated IMSIs, etc.) and will be out of the 3GPP scope.
4. 5. Steps: The SCS generates an identification token and sends it to the UE tied to the External Identity for later binding in a trigger request message. 

NOTE2: it is FFS if the Identification Token is a parameter in Tsp or it is included in the trigger payload so it is transparent to 3GPP.

6. Step: The UE establishes a session to access the SCS and initiate the registration process. The Identification Token is sent towards the SCS. Note that registration process is currently outside 3GPP standards.

7. Step: using the received Identification Token and the Device Identity, the SCS registers the device and binds the External Identity to such device.

5.2.x.3.1.2
Solution Evaluation
This method suits well with M2M service bootstrapping scenarios without preconfigured credentials on the peer Service Enablement Framework client. 

This method allows the automatic definition of Service Enablement Framework resources when the MTC Device Identity is registered to SCS.

This method requires that the 3GPP system knows the SCS (or SCSs) that may be associated to the specific MTC Device. The mechanism may allow inclusion of multiple Service Enablement Framework clients served by different SCSs on the same MTC Device by repeated push procedures.  
***************** End of changes **********************
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